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NTurbo offloads firewall sessions that include flow-based security profiles to NP4 or NP6 network
processors.
Without NTurbo, or with NTurbo disabled, all firewall sessions that include flow-based security profiles are
processed by the FortiGate CPU.

NTurbo can only offload firewall sessions containing flow-based security profiles if the session could
otherwise have been offloaded except for the presence of the flowbased security profiles. If something else
prevents the session from being offloaded, NTurbo will not offload that session.

Firewall sessions that include proxy-based security profiles are never offloaded to network processors and
are always processed by the FortiGate CPU.
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