Cybersecurity 2

o ?7?(?)????(Writing effective postmortems)
o What happened and when
o Who was affected
o What the root cause was
o How the issue was resolved and when

o Why it happened, including improvement plans or other remediation actions
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o ??:502 errors for HTTP(S) Load Balancers
o ?7?: Tips for Effective Postmortems

e imagine you're tasked with enhancing the security posture of a non-federal system
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e There's never a stupid question. It's important for you to get information and the folks
around you should be trying to support you and help you succeed, because they too

will succeed with your success
e L L b b b L L L L L L L P b b b b b b b b b o k)

¢ In the security industry, you're never going to know everything, and so it's important to
stay flexible and fungible and to ensure that you're always learning because the

industry changes so quickly and evolves so quickly.
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e When you feel confident in your abilities, you're better able to showcase your
knowledge about the security industry and demonstrate your ability to work well with a


https://status.cloud.google.com/incident/compute/17007#5659118702428160
https://postmortems.pagerduty.com/how_to_write/effective_postmortems/

Learning about the organization's culture and mission and preparing to demonstrate

how you can add value to the team are essential
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To date, our investigation has found no evidence of our systems being impacted
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Cisco says that they are continuing to investigate the reports but have found no

evidence their systems were breached
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BleepingComputer again contacted this third-party vendor to confirm if they suffered a

cyberattack but has not received a reply. BleepingComputer
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My greatest strength is collaborating and driving efficiencies across teams and | have
a talent for crafting stories and creating marketing programs to successfully launch
| am a content strategist and product marketer with over 10 years of experience

helping businesses use new technologies to drive success
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| am passionate about empowering brands to find and use solutions that work for
them and helping builders of new technologies develop even better, more effective
products. And most importantly, | value having fun and being collaborative, inclusive,

and authentic while | do it
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So | decided to build a knowledge base of common questions and answers that my

team could use to not have to start from scratch each time.
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How can | help clean this up? How can | make this more efficient
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You may not always be aware of your values, but they are always with you even if

they shift over time. These are things like integrity, responsibility, and kindness.
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Your values reflect what's most important to you. They guide your approach to

decision-making, developing relationships, and overcoming challenges.
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Your career identity is the unique value that you bring to the workforce based on who

you are and what you have to offer now and in the future
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e the better equipped you are to choose a path that aligns with your strengths, values,
and goals. ??2?2272?22272?2222?22272?22222(27)???

e Remember, no matter what your life and work experiences are, we all have value to
e Research shows that having a strong career identity leads to positive outcomes such
as improved job performance, greater commitment to a meaningful career, and even

enhanced well-being and health.
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¢ Joining different security associations is a good way to connect with others.
bl L)

e Hi, Tim. | recently completed the Google Cybersecurity Certificate program, and I'd
like to connect with other security professionals. It seems like you have a lot of
experience in the security industry that | can learn from. Let’'s keep in touch!

e OWASP Top 10: A globally recognized standard awareness document that lists the

¢ through networking and figuring out where my areas of interest lie, | actually was able
to get into this field and grow and advance within this field

e the importance of staying engaged with the cybersecurity community
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e Social media is a great way to connect to other security professionals in the industry
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